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1
Decision/action requested

This document propose a conclusion for KI#5 in TR33.861.
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3
Rationale

This document propose a conclusion for Key Issue #5 “gNB Protection from CIoT DoS attack” 
4
Detailed proposal
Begin of Change

7
Conclusions

7.x     Conclusion on Key Issue #5

Solution #7 is recommended for normative work to enable gNB to detect and support protection of RRC message DoS attack and reports malicious UEs list to 5GC.

Solution #23 is recommened for normative work to enable gNB to report malicious UEs list to neighbour gNB for mitigating DDoS attack.

End of Change
